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1. Overall Description:

SA3's work on Security aspects of CAPIF (CAPIF-Sec) is close to completion and the attached version of the SA3's latest TS 33.122 will be submitted for the upcoming SA#80 plenary for approval.
SA3 note that the CAPIF stage-2 specification in TS 23.222 (v15.1.0) contains multiple Editor's Notes and NOTEs indicating references to the corresponding SA3 specification. SA3 would like to inform SA6 that those Editor's Notes may now be resolved with appropriate references to TS 33.122. 

The follow up work in SA6 may require additional work in addition to replacing the existing Editor's Notes and NOTEs with appropriate reference to SA3 spec. For example, subclause 8.11 in TS 23.222 may require removal of the procedure in subclause 8.11.3 as the authorization of the API invoker by the CAPIF core function is defined in SA3 spec as a selection of security method over CAPIF-2/2e reference point between the API invoker and the API exposing function. Therefore, there is no explicit application layer messaging such as defined in TS 23.222, subclause 8.11.3. There may be other update necessary in TS 23.222 upon aligning the two TS documents.
2. Actions:

To SA6 group.

ACTION: 
SA3 asks SA6 group to make appropriate update to CAPIF stage-2 specification in TS 23.222.
3. Date of Next TSG-SA WG3 Meetings:

SA3#92
20-24 August 2018

Dalian (China)
SA3#92Bis
24-28 September 2018

Harbin (China)
